
Raising Children in the Digital 

Age



Change - Then

Christopher Columbus - 1492 Henry Hudson- 1609

John Andre - 1779



Change - Now
My 

Grandmother –

1901- 1996



And yet her life was different from ours, today…

• She never used the World Wide Web.

• She never used a cell phone.

• She never used a GPS.

• She never “messaged” anyone.

• She never “friended” anyone.

• She never “Googled” anything.

• She never uploaded anything or downloaded anything.

• She never posted anything.

• And to her your profile was the side view of your face.



IBM PDP8



The World Wide Web 
Age is Relative

� If the World Wide Web were a person, it would be in just starting a career.  (1989)

� If Google were a person, it would be a freshman in college.    (1998)

� If Facebook were a person, it would be in 7th grade.      (2004)

� If  YouTube were a person, it would be in the 6th grade.  (2005)

� If Twitter were a person, it would be in the 5th grade.   (2006)

� In the year 1992, when Bill Clinton was running for President, there were 50 websites 

on the planet Earth.  The founders of Google had just graduated High School, and the 

founder of Facebook was in the third grade.  

� The year Hillary Clinton was running for president the number of active websites 

topped 1 billion. The founders of Google are the 12th and 13th richest people in the 

world and the founder of Facebook, the sixth richest in the word, celebrated his 32nd 

birthday. 



Think about it…

The world you parent in is not 
the world you grew up in.

… and so we wrestle with questions …



How much screen time should your 

children have?



What kind of screen time is it?



What Kind of Activities Are Best?

Information

Entertainment

Purposeful Communication

Collaboration

Creation

Idea from Tony Wagner

Encourage children to create a 

POSITIVE digital identity.

Encourage children to use technology 

well



What are they missing?



Is boredom important?



What is the best way to help children 

learn to better balance technology 

with the rest of what life offers?



How do we keep children safe on 

line?



How do we teach children to keep 

themselves safe?



What do we teach them to keep 

private?

Why?



Is This Man Concerned About a Lack of Privacy?

Should you be, too?



How to Live with Computers

� Be kind to others online

� Be careful of others online – Stranger Danger!

� Check everything you read, and read deeply.  There is 
more wrong information on the web than right 
information

� Your computer should be off more than it is on.  They 
are a tool, not a way of life.  Go outside, live your life 
and see the world!



How do we help young people spot 

false information?



How do we help young people spot 

fake news?

How do you spot fake news?



Truth, in other words, is a thing — a goal, a bedrock, a 

provable hypothesis, a conclusion from evidence, an 

insight to which, per Keats, the perception of beauty 

can bring us. 

Post-truth is a strategy. Its relationship to truth is 

strategic. Its goal is the exploitation of emotion. And 

while it cannot kill truth, it does in a way look past it…   

-- Lucy Ferriss

Are we now in a Post-Truth world?

Has the Internet contributed to that new reality?



How to Get Good Information

• Read each website deeply

• Remember to Scroll Down

• Check at least 3 Sites

• Don’t get Distracted

• Know where the information is coming from:  Who 
wrote the information and why did they write it?

• Social media is good for some things.  It is not a great 
place to get your news.



What Should Parents Do

• Make EACH site your children use as safe as possible

• WATCH what your children do.  Check on them frequently. 

– Make sure they are on sites you are feel are appropriate 

– for lengths of time you feel are appropriate 

– at times you feel are appropriate.

• JOIN them on their internet sites from time to time



What Should Parents Do

• ASK them to show you who their friends are and to tell you about 

each of them.

• Ask for and use ALL their passwords and accounts on websites.

• Use an INTERNET FILTER to keep them off the worst sites, but 

DON'T RELY ON IT ALONE!

• Teach your children how to use the internet safely.



What Should Parents Teach

• Friends are people you know FACE TO FACE.

• Do not post photos of YOU OR YOUR FRIENDS.  

• Remember that ANY photos you post or send can become public.

• Do not post personal information about you or your friends anywhere 

at any time.  It is NEVER SAFE.

• What you say can often become public.



What Should Parents Teach

• Never say hurtful things about anyone on the internet.

• If you are being bullied on the internet TELL ME.

• If you are being approached by someone on the internet, TELL ME.

• If something does not feel right, TELL ME.

• What you read on the internet is often not accurate.

• NEVER meet anyone from the internet in person.



What Should Parents Watch For?

• Children spending large amounts of time alone on-line

• Children who are socializing on-line at odd hours.

• Children who switch off the screen the moment you walk in the 

room.

• Children who talk about on-line friends that you have never heard 

of.



What Should Parents Watch For?

• If you become aware that your child is writing or posting 

inappropriate words or images of people on the internet.  This is 

cyberbullying.

• If you become aware that your child is being bullied.

• If you become aware that your child is being approached 

inappropriately by people on-line.



Create a Family Media Use Plan

• www.healthychildren.org/mediauseplan



Finding and Working With Filters

There are many places around the internet to get filters for your family.  

The first two links are for programs that you pay for.  K9 is a free 

program and it is what I use at home.  

�www.netnanny.com 

�www.k9webprotection.com

�Your internet router may also offer some basic filter and scheduling 

capabilities. 



Using and Configuring an Internet Filter:   

One Example















Once the Filter is Configured, This is What You See 

for Blocked Sites.



Remember ALL Devices!



Remember ALL Devices!


